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POLICY TITLE: Digital Security 

POLICY CODE: EJB 

 

 
 

GOVERNING BOARD POLICY LEAD DEPARTMENT: Tech. And Telecom 

 
 
The Tucson Unified School District (TUSD) may determine in its sole discretion, who 
may access the district’s technology facilities and services.  All use of TUSD’s 
technological resources and facilities are subject to Federal, State and local law and 
TUSD policies regarding the use of electronic devices and software materials.  All 
information that comes into and/or is created using district equipment is the sole 
property of TUSD and is not private.  Users of the TUSD network and electronic 
resources must observe intellectual property rights including software copyright laws. 
 
The District’s central Technology Department will work with staff to develop regulations 
for the Superintendent’s approval to implement this policy. 
 
 
Adopted:  8/10/2004 
Revision: 
Review: 
 
Legal Ref: Public Law No.106-554.  Section 1721 of CIPA amends section 254(h) of 
the Communications Act of 1934, as amended 47 U.S.C. §151 et seq.  Section 1721 
references section 1732 of the Children’s Internet Protection Act, which amends section 
254 of the Communications Act by adding a new subsection (1) at the end of the section 
254.  Sections 1731-1733 of CIPA are also referred to as neighborhood Children’s 
Internet Protection Act (N-CIPA). 
 
 
Cross Ref: TUSD Policy IJND – Technology Resources Students and EJF – Software 
Copyright and License Compliance 
 
Replaces TUSD Policy #  None 
 


